
EXECUTIVE SUMMARY 

(*) Note: maximum score contribution to the overall score 

 

550/1000

Overall score
 

Company: ALUR3 

Publication date: 04-03-24        

*Overall CyberVadis benchmark score: 654 

                                     MODERATE  

 

Scores average of CyberVadis assessed companies 

 
 
 
 
 
 
 

Top actions based on expected impact: 

Function Criteria Improvement 
Expected 
impact (*) 

IDENTIFY Governance Not declared - Define roles and responsibilities to handle Information 
Security. 27 pts 

IDENTIFY Asset Mgmt Not declared - Identify and classify the organization's data and 
maintain an up-to-date inventory. 24 pts 

PROTECT Security in 
projects 

Declared but insufficient evidence provided - Ensure regular patches 
on your applications are implemented. 20 pts 

PROTECT Awareness Declared but insufficient evidence provided - Ensure that 
Information Security awareness is provided to all users. 17 pts 

PROTECT Access Mgmt Declared but insufficient evidence provided - Enforce strong 
passwords. 15 pts 
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